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List of Activities 

 

Reference Title Level 

L1 How can I know who I am talking to online L1- Easy 
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Activity Title: How can I know who I am talking to online 

Level: L1- Easy 

Duration:  30 – 40 minutes 

 

Short description - Goals 

 

Goals: The students must be able to orient themselves and act in a complex reality with large 

information flow, increased digitization and rapid rate of change. Study skills and methods of 

acquiring and using new knowledge therefore become important. It is also necessary that 

students develop their ability to critically examine information, facts and conditions and to 

recognize the consequences of different options. 

Method: Discussion 

 

 

 

Scenario 

Discuss the questions in smaller groups before discussion them in the whole group 

Have you ever chatted, played, or otherwise communicated on the Internet with someone you 

didn't know? 

How do you know who you are chatting, playing or otherwise communicating with on the 

internet? 

Have you ever felt scared, anxious or insecure while chatting, playing or communicating with 

someone online? 

How do you usually act online? 

Do you like, give a thumbs up or send hearts to friends on social media? 

Do you like, thumbs up or send hearts to people you don't know on social media? 

Have you ever pretended to be someone other than yourself online? 

Many social media have an age limit. Have you or someone you know lied about your age on 

social media? 

How do you make sure that the person you have contact with on the internet is really who 

they say they are? 

What do you do if you suspect that someone you or a friend is chatting with is not who they 

say they are? 

How do people who want to deceive or exploit others get in touch and what makes the person 

who is contacted not just say no? 

Can anyone get scammed or taken advantage of when making contacts on the internet? 

What do you do if you suspect that someone on the Internet is not who they say they are? 
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Conclusions: Students can make and express conscious ethical stances based on knowledge 

of human rights and fundamental democratic values as well as personal experiences. Respects 

other people's self-worth and their bodily and personal worth integrity, and distances itself 

from people subjected to violence, oppression, and abusive treatment. Moreover, contributing 

to helping other people can empathize with and understand other people's situation and 

develops a willingness to act also in their best interests.  
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This work is licensed under the Creative Commons Attribution-Noncommercial 3.0 License. To 

view a copy of this license, visit http://creativecommons.org/licenses/by-nc/3.0/ or send a letter 

to Creative Commons, 171 Second Street, Suite 300, San Francisco, California, 94105, and USA. 

The work must be attributed by attaching the following reference to the copied elements: 

“Copyright © Members of the eSL+ project, 2017”. See http://www.esafetylabel.eu/ for details 

of the eSL+ project. Using this document in a way and/or for purposes not foreseen in the 

license, requires the prior written permission of the copyright holders. The information contained 

in this document represents the views of the copyright holders as of the date such views are 

published. 

 

 

Funding  

Co-funded by the Erasmus+ of the European Union. Call 2017. 

 

 

 

http://creativecommons.org/licenses/by-nc/3.0/
http://www.esafetylabel.eu/

